
The global threat of cyber attacks from 
hostile international and domestic 
actors against states, commercial 
enterprises and private persons is 
rising exponentially. Foreign states use 
cyber operations against governments, 
private companies and individuals to 
steal information, influence populations, 
and damage physical and IT critical 
infrastructure. 

The presentation and discussion will 
analyse the extent of the cyber threat 
to GCC states from within and outside 
the region. It will also cover Iran, both 
as a cyber aggressor and a victim. It will 
examine the defences they have in place 
and the effectiveness of these protective 
measures against different categories 
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of hostile actors. It will then propose action 
that GCC states might take now, individually 
and collectively, to minimise the threat.

Details 
12pm, Friday 18 February 2022 
Online via Zoom, register at: https://
anu.zoom.us/meeting/register/tZwsdO-
vrjIsEtQmiGed0NLL3Rn9McfexLrE 

Presented by 
Mr Ian Parmeter, CAIS PhD Scholar, ANU 

Contact 
Centre for Arab and Islamic Studies 
(The Middle East and Central Asia) 
Mr Khalid Al Bostanji 
E — majlis.cais@anu.edu.au  
W — cais.cass.anu.edu.au/events
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MAJLIS 
@ THE ANU
THE GROWING CYBER THREAT TO SECURITY 
OF GULF COOPERATION COUNCIL STATES: 
THEIR VULNERABILITIES AND HOW THESE 
MIGHT BE REDUCED


